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About this guide

Audience

This user guide is intended for system integrators, and experienced users
with basic knowledge of configuring a server.

Contents

This guide contains the following parts:

Chapter 1: Getting Started

This chapter provides an overview of ASWM Enterpirse, and how to install or
uninstall it under Windows"®.

Chapter 2: Deployment Management

This chapter describes how to deploy ASWM Enterprise agents and remove agents
manually or from the Active Directory.

Chapter 3: Main Server Functions

This chapter describes the Main Server Functions, including Monitor, Account
Management, Deployment Management, Remote Control, and Server
Configuration.

Chapter 4: Client Monitor Information

This chapter describes the client's system status and information.

Appendix: Reference
This appendix includes a glossary of terms used in this document.



Conventions

To make sure that you perform certain tasks properly, take note of the following
symbols used throughout this manual.

é\ WARNING: Information to prevent injury to yourself when trying to
" complete a task.

,//' . CAUTION: Information to prevent damage to the components when trying
“— to complete a task.

R IMPORTANT: Instructions that you MUST follow to complete a task.

% NOTE: Tips and information to aid in completing a task.

Reference

Visit the ASUS websites worldwide that provide updated information for all ASUS
hardware and software products. Refer to the ASUS contact information for details.

Vii



This chapter provides an overview of
ASWM Enterprise, and how to install or
uninstall it under Windows®.
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1.1 Introduction to ASWM Enterprise

Welcome! Thank for buying our server products bundled with ASWM Enterprise
System Web-based Management software. The ASWM Enterprise is a proprietary
server management solution that gives a vital distinction to our servers.

In server management, system stability is a major factor, with efficiency, cost-
effectiveness, and convenience following close behind. To comply with this, we
have created a reliable and user-friendly ASWM Enterprise monitoring tool. The
ASWM Enterprise is a web-based interface that allows system administrators to
conveniently manage computers either locally (from the same server), or remotely
(using a web-browser).

With its colorful, graphical, and informative interface, the ASWM Enterprise makes
server management a delightful experience!

1.1.1 How ASWM Enterprise works

The ASWM Enterprise is composed of an “agent” that generally acts as a data
collector, and a set of HTTP web pages that serve as the user interface (Ul). The
data collected by the agent, which are essential for the continuous monitoring
operations performed by ASWM Enterprise, are displayed in the Ul.

In the monitoring process, the agent basically keeps track of the hardware and
software status of the system. The agent has “sensors” that monitor fan rotation
speeds (in RPM), working voltages, motherboard and CPU temperatures, and the
backplane (if present).

In addition, the agent also monitors hard disk drives health status through the
SMART (Self-Monitoring, Analysis, and Reporting Technology) feature, space
utilization of a file system, CPU or system memory loading, and even the traffic
status of a network device.

The agent records the history of the detected status of all monitored hardware
items. The status record includes the time of alert events (fan, voltage, or
temperature), and the type of alert event (critical, warning, or normal).

You can also configure ASWM Enterprise to react to exceptional situations. For
example, the administrator can be automatically notified by e-mail when a hard
drive starts to malfunction or when a chassis intrusion is detected. In this way,
ASWM Enterprise acts as an active guardian of the system’s key components.
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1.1.2  Supported OS platforms

The ASWM Enterprise agent supports the following operating systems, You can
choose the appropriate package depending on the primary OS installation of your
server.

Main Server Support Operating System

Windows® Server 2012 R2 64 bit
Windows® Server 2012 64 bit
Windows® Server 2008 R2 64 hit
Windows® Server 2008 32/64 bit
Windows® Server 2003 32/64 bit
Agent Support Operating System

Windows® Operating System
Windows® Server 2012 R2 64bit
Windows® Server 2012 64bit
Windows® Server 2008 R2 64 bit
Windows® Server 2008 32/64 bit
Windows® Server 2003 32/64 bit
Windows” 8.1 32/64 bit
Windows® 8 32/64 hit

Windows® 7 32/64 bit

Linux Operating System
RHEL 6.5 32/64 bit

RHEL 6.4 32/64 bit

CentOS 6.5 32/64 hits
CentOS 6.4 32/64 bits
Scientific Linux 6.5 32/64 bits
Scientific Linux 6.4 32/64 bits
SLES 11 SP3 32/64 bits
SLES 11 SP2 32/64 bits

ASUS System Web-based Management Enterprise



The ASWM Enterprise web pages are fully compatible with W3C HTML 4.0/DOM
standard. The web browsers with Microsoft Silverlight support can work with ASWM
Enterprise:

- Internet Internet Internet Internet =
L] ti Internet Firefox Safari Chro
T Explorer Explorer Explorer Explorer pypiorer 6 365 ar Cdae

Windows 8

Desktop \/* ) ) ) ) ‘/ ) \/
Windows A

Server 2012 v i i ’ i v ’ 4
Windows 7 - \/ * \/ * - - \/ - \/
Windows7

spL J' \/' \/' - h “ - J
Windows

Server 2008 - v Vv v - v - v
5P2

Windows

Server 2008 R2 - v VA - - v - v
5P1

Windows

Vista SP2 ) v v v ) v i v
Windows

Server 2003

SP2, Windows ) ) v v ) v ) v
AP 5P3

Macintosh 05

1057+ (intel- - - - - - J \/

based)

* Supports 64-bit mode.

Minimal Requirements

Components Requirements

Windows® x86 or x64 (64-bit mode support for IE only) 1.6-gigaherts (GHz)
or higher processor with 512-MB of RAM

Chapter 1: Getting started



1.2 ASWM Enterprise installation

You can install ASWM Enterprise in Windows platform. Proceed to the succeeding
sections for the instructions that are applicable to your operating system.

1.2.1 ASWM Enterprise main server requirement

System Requirement

*  Microsoft SQL Server 2005 or above (Including Express version)
SQL Server 2005 ~ SQL Server 2008 r2 sp2

*  Web Server IIS 6 or above

e .NET Framework 3.5 SP1

e .NET Framework 4.0 (Full)

e Active Directory (Deployment by Active Directory)

* Time zone setting must be the same

For Windows Server 2008 or above
Ensure to add the following Features / Roles

e Features: .NET Framework 3.5.1
* Roles: Web Server (IIS)
e Role Services under WebServer(l1S):

(A) Common Http Features (and all sub-items) have to be selected.

(B) 1IS 6 Management Compatibility (and all sub-items) have to be selected.
(C) Application Development

e ASP.NET

e .NET Extensibility

*  ISAPI Extensions

*  ISAPI Filters

For Windows Server 2012
Ensure to select the following Features

e Features:

* .NET Framework 3.5 Features
- .NET Framework 3.5 (include .NET 2.0 and 3.0)
- HTTP Activation

e .NET Framework 4.5 Features
- .NET Framework 4.5
- ASP .NET 4.5
- WCF Services

- HTTP Activation

ASUS System Web-based Management Enterprise
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1.2.2 Installing ASWM Enterprise

ﬁ Any user with administrator privileges on the local system can install ASWM

Enterprise.

To install ASWM Enterprise in Windows:

1.

R Ensure that your system

2.

3.

Insert the support DVD into the
optical drive and click ASWM
Enterprise.

meets the requirements
metioned in the previous

page.

The ASWM Enterprise Setup LIS
program wizard appears. Click
Next to continue.

The ratafier vl ) i e o i compter

WEARHING: This can : Feesnationdl peates

Click Next to start installation.

Cliek et 1o stanl bz mddlaboey
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4. The system is installing ASWM LIELESES
Enterprise.

A3 Erteiize iz being nvtaled.

Flease wak

5. The system is checking the
installation requirements. Click
Next to continue.

Inctalisfien Fizqimerts Fcrmaan I
@ creatns Syaten Vi Server 2006 A2 Entopae Senver
0 iremret ifomation Serzes §15) 1575
€0 HET Frame: 15 Fatsted
€ W Acmvin Faaturs selozted
€0 HET Framened: 4 ) Feted
&5 0L server ez 0L Instervces dtected - 1

et

6. Select an Authentication type Ase P rstilbatun Wad__
and click Connection Test to
proceed.

% 2 = o 3

’ 2! th ‘creaing A5IWM Enterorise DB
S e
= -

~S0L Server
AL Instance
utheniicaiion
SL Server Adminisirator (D .
Pamsword
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7.

After passing the Connection RS

Test, click OK and Next to ASWM Enterprise
continue.
;ﬁ:‘ Pleise inpul the i for creating AT E e
~SOL Sewer ——

AL iestance ! ﬂ S Connecton tested .., [Pass |

When the installation completes,
click Close to exit the wizard.

23/H Erteiizs hax been scosdiuly inseled.
Cick"Chose" toeni,

Pl uae Wi Upd hech: o any HET Framewarh.
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1.3 Uninstalling ASWM Enterprise

1.3.1 Uninstalling from Windows

To uninstall ASWM Enterprise from a Windows platform:

1.  Click Start > All Programs > ASWM Enterprise > Uninstall.

(€ Internet Explorer (64-bit) —

(& Internet Explorer ‘ <
=1 Windows Update »

Accessories
Administrative Tools .
. AsUS ministrator
Dacuments
v Enterprise
8l ASWM Enterprise
X Computer
i Uninstal
HeavylLoad il
Maintenance
Microsoft Silverlight [ —

. Microsoft SQL Server 2005

Devices and Printers
Administrative Tools 3
Help and Support

Run...

Windows Security

4 Back

[ Isearch programs and fies ¥ Logoff |v

2. The system automatically uninstalls ASWM Enterprise.

ASWHM Enterprise

e E| Please wait while Windows configures ASWM Enterprise

ASUS System Web-based Management Enterprise
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For Windows® 2012:

ASUSUpdate

MylLogo

Uninstall Welcome:
ASUSUpdate

ASWM Enterpris

Uninstall

sQl ver
Installation Cente. .

Google Chrome

ASWM Enterprise

El] Please wait while Windows configures ASWM Enterprise
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1.4 Login ASWM Enterprise

To login ASWM Enterprise: |¢# I

1.

Double-click the ASWM Enterprise shortcut on the desktop when L #

you login from the local server. If you login from the remote |_t
server, enter the ASWM Enterprise website (http://HostName(IP)/ ~ AS\WWM
aswment) through the web browser. Enterprise
Click Enter.

R e The default login name: Administrator, password: aswm. Note that

the login name and password are case sensitive. Refer to Account
Management if you would like to change the password.

¢ |n additional to Administrator, You can also login as a User. Note that
users have only limited privileges. Login name: User; password: user.

ASUS System Web-based Management Enterprise 1-11



Limitation when logining as a User

Only limited functions, including Monitor and Account Management are
available.

HW Sensor is read-only. You cannot customize the threshold.

You cannot delete the EventlLog, but you are allowed to use the Advanced
Search function.

Utilization is read-only. You cannot customize the threshold.

You can check the information of the installed software, but Service of starting,
restarting or stopping the selected service is unavailable. Ending process is
also unavailable.

Remote Control is dimmed and unavailable.
Deleting SEL information on BMC is not allowed.
BIOS Flash is read-only. You cannot flash the BIOS.
Configuration in Monitor is unavailable.

Chapter 1: Getting started



1.5 The main page

The main control panel of the ASWM Enterprise user interface is displayed as
shown.

1ASWM Enterprise .

B wroror Overview

Account
) iR G Hare
2 Fubie Thin 3ies
_i Deployment SnrverBELA
- Mﬂna\gmm SnrrerGTPE-HG

= Coifralized

] trenzoioze @ Mo [l NS o3 @
T TensoHTes @ wrdaes [l MO o2 @s
B wndses A MO 92 @

L, OnLine

[ LRI TorE TeTAE R

0 Full screen view : Click this banner to switch to the full screen view and press
<Esc> to return to the normal window view. You cannot input
text in the full screen view.

Function buttons  : The overall functions of ASWM Enterprise, inlcuding health
monitoring, account management, deployment management,
centralized management, and server configuration. Refer to
later chapters for details.

®

Login information  : This area displays the login ID. Different login users have
different level of controlling ASWM Enterprise. Click LogOut
to exit ASWM Enterprise.

Group List : The Group List shows the existing groups. It is more
convenient for administrator to manage a large number of
computers through groups.

Models in the group : This area shows the computers and their general information
in your selected group above.

Switch Monitor : This area allows you to switch the monitor view between
View "Server/MB" and "Storage".

© 06 6 o

ASUS System Web-based Management Enterprise
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This chapter describes how to deploy
ASWM Enterprise agents and remove
agents through AD or manually.

nfd
=
O
=
o
o
©
=
©
=
njd
=
O
=
>
L=
o
v
-

ASUS System Web-based Management Enterprise




2-2

2.1

Enterprise server for convenient management, monitor and control.

ASWM Enterprise client agent system requirement

- .NET Framework 3.5

- Requires ASUS Management IPMI Driver for all models with BMC device on
Windows® 7 32/64bit

- Firewall Setting

Allow "Windows® Management Instrumentation (WMI)"
Allow "File And Printer Share"
Allow "ICMP Packet Response"

Add Outbound Rules "UDP Port" ranging from 50000 ~ 50100 if "Power
control" is carried out through remote BMC

211 Automatically scanning the active directory

To deploy new agents

1.

Click Deployment Management on the left.

ASWM Enterprise

+ Deploymenlt LR
1 enagement =

-4 Contralizod
% managemant

|+ Report

!& Mansgement
Sorver
~ Configuration

ooy e tans o= sucwacy  ran
er @3 (o»
o2 os
92 @3

Chapter 2: Deployment Management

Deploying new ASWM Enterprise agent

Install new ASWM Enterpise agents on computer and add them the ASWM



2. Click Deploy New ASWM Enterprise Agent.

ASWM Enterprise

i Deployment Management

| asem .n- =

3. The wizard will guide you through the deployment process. Click Start to
continue.

Select

ASUS System Web-based Management Enterprise
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Select Automatically Scan the Active Directory and click Next to continue.
The system will automatically scan the directory for agents.

ASWM Enterprise
w Welcome __Mode _~  Select Depioy

Select Agent Deploy Mode

a 1+ Atomaially Sean the Actve Diectory.

Deploy

% Click Enable Group and select | DI AT

a desired group to downsize
the scanning range. Doing so
shortens the time for agent
deployment.

Chapter 2: Deployment Management



6. Enter the Name and Passowrd to login as the AD Administrator.

7. The system starts scanning.

ASWM Enterprise

Deploy

ASUS System Web-based Management Enterprise
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Click wanted computers to deploy agents and click Start. The computer must
be listed as Support in the SupportStatus field. Click the computer that
shows Not Support, the reasons will be shown below.

If your wanted computers are listed as Not Support. Double check the
followings:

e Ifitis a supported model. Refer to the beginning of the section for details.
e Ifithas installed .NET 3.5

e Ifit has installed ASWM Enterprise Agent

e |f old ASWM version existed

et mapcriec o e o remm |
1. Exef S Exnprne il 5o s e | b sy

/ *  Click Select all "Support" computers if you want to deploy agents on all

Support Computers.

e Click Add to ASWM Group if you would like to catergorize the selected
computers to different groups.

e The SupportStatus shows Unknown when WMIEnable shows OFF.

Chapter 2: Deployment Management



9.  The deployment starts.

ASWM Enterprise

Welcome __ Mode Select _ __ Deploy

ASUS System Web-based Management Enterprise
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2.1.2  Manually deploying the ASWM Enterpise agents

To deploy new agents

1.  Click Deployment Management on the left.

2. Click Deploy New ASWM Enterprise Agent.

ASWM €Enterprise

] Deployment Management

3. The wizard will guide you through the deployment process. Click Start to
continue.

ASWM €Enterprise

| _Welcome Mode Salect

This wizard Wil uide you trough the grocess of discovering youl netwark, and instaling agents
an computars.

Chapter 2: Deployment Management



4.  Select Manual Deploy the ASWM Enterprise Agent and click Next to
continue.

Deploy

5. Click Add Target PC. You can add the target PC through IP Address or Host
Name. Fill in the required fileds and click Scan.

% You can also click the Import button to import a deploy table manually.

6.  Follow the instructions in the previous section to install the agent when the
scanning result is shown.

ASUS System Web-based Management Enterprise

2-9



213 Discover Clients with preload service (ThinClient
mode)

The ThinClient mode allows you to search for Thin Clients (eg.TC-710) in the same
network for multiple client deployment via the ASWM Enterprise.

% Ensure that the ThinClient has boot up and connected to the same network with
the Main Server.

1. Select Discover Clients with preload service (ThinClient mode) and click
Next to search for the ThinClient in the network.

ASWM €Enterprise

Select Deploy

2. The clients are classified into Support and Not Support in SupportStatus
field.

r Welcome
| mariiot o i

i g s 3 2 Seppansteus

| = Degloyment E B winsows () suppars

w ot x won1 B winders (G Buppar

: _rsecocimewm ]

@ Centrabized ST 15 10ATIE & wngors @ ot susporn (D 143
tr TR 1041m & windows € et Sppart| @) 143
Report [ 01045260 A windoes @) it Suppare | () 140
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Support: The ThinClient supports ASUS ASWM Enterprise agent.

Not Support: The ThinClient has probably already installed ASUS ASWM
Enterprise agent. Please remove it and re-install the agent.

3. Click Discovery to search again.

% Set the firewall in the Main Server properly since the Discovery function will send
broadcast packet through the Main Server.

4. Under the Install column, select the Thin Client, and click Start to install the
agent.

ASWM €Enterprise
1 ) Weicome  __Mode __ Select . Deploy
Rezount

A windows () Suppoet
a3 dad 3+ Y windows () Support

E i th-ullwq_

5. Wait until the installation process is completed.

ASWM €Enterprise

_Welcome, __Mode__ __Select _ De

Frecass Siay
[ mataling
3 tnstaling

ASUS System Web-based Management Enterprise 2-11



214 Manually Install the ASWM Enterprise Linux Agent

OS Support and Requirements

o OS Support:
RHEL 6.5 32/64 bit

RHEL 6.4 32/64 bit
CentOS 6.5 32/64 bits
CentOS 6.4 32/64 bits
Scientific Linux 6.5 32/64 bits
Scientific Linux 6.4 32/64 bits
SLES 11 SP3 32/64 bits
SLES 11 SP2 32/64 bits

e System requirements

noou "o

- Requires “sysstat”, “smartmontools”, “wireless-tools”, “ethtool”, “ipmitool”

software
- Requires “OpenlPMI” driver
- Requires ASMB

/ Ensure that your system environment meets the above requriements and the
client is connected to the main server before installing ASWM Enterprise Linux
Client Agent

To install the ASWM Enterprise Linux Agent manually:
o Use the root account to login Linux;

. Unzip the file, tar -zxvf ASWMLinuxAgent-XXX.tar.gz
e Type /install.sh

o Choose the directory that you want to install or use the default directory /root/

ASWMLinuxAgent
o Input the IP address of your main server
o Wait for 1 - 2 minutes for the installation to finish.

Chapter 2: Deployment Management



2.2 Removing ASWM Enterprise agent

You are allowed to remove the ASWM Enterprise agents from the main server or in
Active Directory.

2.2.1 Scanning the self ASWM main server
To remove the existing agents

1.  Click Deployment Management on the left.

ASWM Enterprise

Overview

& widoes
e rwidoes [ oo o2 o8
@ wndies [ o o1 oo
Funts @ @2 @9

2. Click Remove ASWM Enterprise Agent.

ASWM Enterprise

Deployment Management

ASUS System Web-based Management Enterprise
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The wizard will guide you through the uninstallation process. Click Start to
continue.

ASWM €Enterprise

| Welcome Mode Select Remove

This wiznsd will guice pan Hircigh the process of dacovering yaur nebwork, and uninsteling agents
on computars,

Click Scan the self ASWM Enterprise Main Server and click Next to
continue. The system will scan the main server.

ASWM Enterprise
m\ Welcome Mode Select Remove
B moniton 1.8

; p— Select Agent Remove Mode

! -+ Scp the Self ASWH Enterprse Main Serer

Chapter 2: Deployment Management



5. Select the desired computers for agent uninstallation and click Start.

ASWM Enterprise

Salact ~ Remove

wansm
201083 15
R Gl b TSl TeE.EaG nina4E
W, e Pt i i e
110 1a
wane
04063 154

T

e Ervesen

You can easily select all computers, all offline computers or all online computers
with the checkboxes on the bottom.

N

6.  The server automatically removes the agents on the selected computers.
When done, it shows Success. Click Finish to finish the process.

ASWM Enterprise

Walcams Made Salact Remave
o | LD L WL e L

[ ey = R e
ewrmanzsnexon [ unmsaing 0 precussing  urinssing
TN I 2 Uninezsiing ) drocossing Unnusting

ASUS System Web-based Management Enterprise 2-15



222 Automatically scanning the Active Directory
To remove the existing agents

Repeat the step 1—3 in the previous section.

Click Automatically Scan the Active Directory and click Next to continue.
The system will scan the Active Directory.

ASWM Enterprise

.ﬁvmﬁmggr Mode Sealect Remove

Select Agent Remove Mode

‘ - Sean the self ASWHM Entarprss Main Server

L rreons Jihest ]

3. Allthe computers in Active Directory are shown here, grouped by Support
Status.

ASWM €Enterprise

—_ Welcom_g_:_ Mode _ _  Select D e—

SETTATINATOR 35 ENINIRAELE B
AHISTAATORS sac TEMATERNER ERERtEt)

e 1134131

w2502 unay g 10 ez Suppar:

ST sAs | @ © o sunpare
wwan 1D i zupprs
A1 D) ot suppan
114191

=
WIR- e

win-TETE
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4.

5.

Select the desired computers for agent uninstallation and click Start.

ASWM €Enterprise

Welcome . Mode _  Select =~ Remove

Demai: | ssdtest.com
L Enabée Group

AD Group:
* Beplaoymant | wsenensre  coons une
Seoport 03 @R
¥ evTammATORE aec EMEI TR WAL
;4 Centraltzad
e Y AMRTATSS o TEAMSERNER 4004185
| sswuenr 110,459

e W04 @ vox suppan
© o suppen
i p
o
Q) e Euppare

SuEIIm 13104388

Bepe-zEmE R

Mmirte Ba3430

1413

The server automatically removes the agents on the selected computers.
When done, it shows Success. Click Finish to finish the process.

ASWM Enterprise

Mode

Privcess Sen
w8 rsioes
[CRAT-EEN
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This chapter describes the Main Server
Functions, including Monitor, Account
Management, Deployment Management,
Centralized Management, and Server
Configuration.
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3.1 Monitor

The overview screen gives you a quick overall status check for all the computers.
You are also allowed to shut down, restart or start the selected computers.

To see the monitor overview

1.  Click Monitor on the left.

ASWM Enterprise

)
| Account

| & Management

a B e

& window: [ wo
A ve M o=
@ windaws [ vES

2. Select a desired group from the Group List. The group clearly shows the
information of Client Counts, Connection, Health, and Utilization status.
(Red: Critical; Yellow: Warning; Green: Normal)

ASWM Enterprise

Pk hara o Mame as BN ecie Wath  Usuben

ERP-spatan & window: [ o e on
tocadbea A v |- R S S12
& TemSewey @ windows [ vES e @15

Logout
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3. Inthe Models In the XXX Group, the general monitoring information of all
computer in this group is displayed as shown, including Connection status,
Model Name, Alias Name, Operating system, BMC WebGUI status, Health
status.

ASWM Enterprise

ERF Sysitn & windows
Ao & windows

WinHTITorEDC JF windows

pre——— & s

4& ¢ The crossed-out BMC card means that the BMC is not installed in that
computer.

¢ |f the status of BMC WebGUI shows NO, the WebGUI is inaccessible.

¢ When you click BMC WebGUI, a pop-up window appears. Ensure that your
web browser does not block the pop-up window.

*  The yellow warning icon [l indicates that you are not authorized to access
BMC. Please check your BMC account privilege. You can set your BMC
account information from BMC > Authentication page.
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To shut down or restart the computer

1.

w N

Right-click the desired computer.

ASWM €nterprise

N overview
4% Account
b Management

Ho sty
s Thine S k. 4 - [~ K] [+ k]
1 L B [~ F]
i - B B2

uitkgatin

Deployment
Management

‘é Caniralizad
i anansAens

1, PReport
Management.

Sarver

I Contiauraten

Cemnachon Pirdsl S Ehar Fame =3 EWCWabGUT  Henty UbzEney

4 OnLine (3 EmE)
oL
W Gline
oo

wesong [ ouo @® @1
Bwe: o2 @12
B s on @15

l A irictratar
sadrnin

Looout

You can select Restart or PowerOFF if the computer appears online.

You can select Maintain Mode to enable or disable the Maintain Mode
function.

R PowerON is available only when the selected computer appears Offline and

you have installed ASMB card on that computer or on our Thin Client product
which has Wake On LAN function.

% You can also power off or restart the selected computer after entering Monitor.

Click to power
off or restart
the computer
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3.2

If you select Maintain Mode, the connection status between Thin Client and other
servers will be recorded in Agent Connection Report and Event Log only, and
will not trigger Agent Connection Event Notification (For more details, refer to
section 3.5.3 Agent Connection Report Management and 4.4 Event Log).

Account Management

Account Management allows you to see the current login account and edit the

account.

7

3.2.1

Only limited functions, including
Monitor and Account i
Management are available
when you login as a user. Other |
functions will be dimmed and
become unavailable.

ASWM Enterprise

Current Login Account

Click Account Management on the left to display the Login Account, Account and
Role Privilege tab, than click Login Account tab to display current Login Account.

ASWM Enterprise

Account Management

S Lt ACOOURE  Account | Raoba Privilege
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Editing the Login Account

Click Edit Account to edit the login account. Click Save when done.

ASWM €Enterprise

" Account Management
I

| Lanin Accoumt | Accesnt | Mol Privilage

Aecount Name: | Adminctratar
Accourt Passward:
Canfirm Eassward:
Account E-Mal:

¢ Phowan v o e o b o o b s 12 v

Server

|85 Sontiuration

% The Account E-Mail shows in the Email Settings of Client Configuration.

3.2.2 Account

Click Account Management on the left to display the Login Account, Account and
Role Privilege tab, than click Account tab to display Account Role and Account
Role members of the account information.

ASWM Enterprise

! Account Management

Login Accoant Acocount | Riole Privilege
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You can click Add Account to add a new account. In Edit Account / Add
Account of the Account Role section, you can specify the Account Role for this
Account. The Administrator also can check / uncheck Account to enable or disable
the account.

Becvan Fake; |
Azcaunt stama: | 5
Fasswert:
Confitm Passmers:

E-ail; | sdmingrail.com

Suscsiptian,

Abeoun: ACUUESoN: | Actount Erable

¢ P b e s b ki # poe 2o e £ sy €

]

3.23 Role privilege

Click Role Privilege tab to display every role owns right of every model’s function (a
check mark indicate enable).

Administrator also can Add or modify the Role’s right. (check / unckeck the role’s
right of there’s function).

ASWM Enterprise

- Monitor Account Management

P, Account Login Account Account _Hole

‘& Management e

~ Daployment 3
B oY Descripbian: £5wH Encererisa Dofault Administracor

1 Menegement

a Centralized

Azert Prelege Lesinptin

Server
- Configuration
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Click “Add New Role” shows as below.

ASWM Enterprise

i Account Management

1 A | Hole Privitege |

-~ Accours Role Name:  bousr Uiet
Descrption: | 1ecke0e 105 Flasn provoless

AR mrhey Do

[S—
Fash

o iz s SR
o 522
Enntie view
Locstre LEm Corird
Enatla 38 Vam
< row St

4 bt (4 GUES
[STyn—
Ennble View

3.3 Deployment Management

You can deploy ASWM Enterprise agents and remove agents through AD or

manually. Refer to Chapter 2 for details.

ASWM Enterprise

Deployment Management

Centralized
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3.4 Centralized Management
3.4.1 BIOS Flash Centralized Management

1. Click Centralized Management on the left and select BIOS Flash
Centralized Management.

ASWM €Enterprise

2. You can simultaneously on multiple Models for BIOS Flash. System will
detect the latest BIOS files on ASUS official website and show the latest
BIOS version in LaestVersion field.

User can use check box to:

Select all models which are online and can be update.

Select all models which are online and can be update then TurnOnLED
(LocatorLED) light and Reboot.(Locator LED can only be controled on the
Model with BMC)

ASWM Enterprise

BIOS Flach Types | ASUS BIOS Live Updats

Account
i ASWN Enterprise Group: < List all chents .. >
[

% The Live Update function of BIOS Flash automatically detects the latest BIOS in
ASUS support site. The new BIOS information will be displayed in the column of
LatestVersion. Click the blue bar to view the release note of the BIOS version.
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2. Click Upadte BIOS button to start BIOS Flash and show all models progress.

ASWM €Enterprise

BIOS Flash Centralized Management

Bt Mg
) erococcing Adeet) Pashiea BIOE.

(= X I ———

3.4.2 Remote Control Centralized Management

1.  Click Centralized Management on the left and select Remote Control
Centralized Management.

ASWM €Enterprise
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2. This show will follow the group under each Group based information.
ASWM €Enterprise

Remote Control Centralized Management

| AW Enterprise Group: | < List all clients .. >

Account )

j=tlch .ﬂ..ﬁm
st Mame: Erwin EBLOO0 sedhest. com

~ Dealayment
wii e s wame! Ervin. 1230
[Rashinpeatmitoy l Mool ame: TC740

Centralizad A 10.10.43.083 152 008 1.3
1 orsement oz oa- ¥ wincons

T N RV H-30

st Harme: Tean
Aizs e Ta
Hazed Hami:
1# Addms: 1010

w AR

oyt

3.  Click Connect button can remote control the model.

System Properties
LR You have to enable the Remote Computer Name | Hardware | Advanced Femcis |

Desktop on your client computer - Remots Assstar
before using the remote control I bl Berote ssitance conmecions t s ot
function.

Adyariced..

- Remote Desktap
Cick an option, and then specify who can connect,  needsd

7 Dan't allow connections ko this computer

" Bflow conrections from computers rnRing ary version of
Hemote Desktop (s secure]

€ Allow connections enly fiom computers runring Remote
Desktop with Network Level Authentication more secure)

Help me chease Selost Users.
[ ok | cees | e |
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3.4.3 Power Control Centralized Management

1. Click Centralized Management on the left and select Power Control
Centralized Management.

ASWM €Enterprise

2. You can simultaneously turn on multiple Models for Maintain Mode or Power
Control.

Deokyment

>i Cantrafieed

iy, Report

TR H o
PR b0 i AN TIODAAIED W ATUTTPN

3. Click Start to enable/disable Maintain Mode or Power Control and show the
progress status of all models.

ASWM Enterprise

PR

o o

LR

Er BT e B BRI
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3.44  Thin Client EWF Centralized Management

If your Thin Client is embedded with Windows Embedded operating system, it
can support EWF function. The centralized management interface allows you to
manage multiple Thin Clients in a single page.

R *  When you select the group, only the Thin Clients with EWF support will be
displayed.

e For more details, refer to section 4.12 ThinClient Features.

ASWM Enterprise

Centralized

,! e gt

The EWF centralized management allows you to enable or disable the EWF
feature to all the disks in selected Thin Clients. When enabled, you can select to
enable or disable the HORM (Hibernate Once Resume Many) function. Click Start
to start the EWF changes in selected clients.

ASWM €Enterprise

ASWM Erteronize Group: | < Lest all chents . >
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The EWF status displays as follows.

ASWM Enterprise

Eafsws At Firmmce
[Snsbied  (J Fucommr  ErSotind
Elomatees C) ruomssing Ssttas Ear e

% The Thin Client might restart several times during EWF configuration.
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3.45  Software Dispatch Centralized Management
This function allows the administrators to dispatch one software to several clients.

1. Select software list (create in software pool) and the target clients.

% Refer to section 3.6.7 Software Pool to create a software pool.

iy syt el [0
[y Acomeint. o cersrias Grp: 2 F—
= Seftwace Lnt)  7Zu-uE )
o Denloymest Soltmain Cwrptine B Wirrkows (Phasten: 107 18]

[lzctmpsaseney e
oipmesi

tuat, 7 Serer 300 AS 0] bR

2. Setthe dispatch time, or tick Dispatch Now to dispatch immediately.

Gperaing Sesinm Tyoe: | 8 Wnson
A Erkepre Group: | < sk ok churfa >
Saftwate Usk: | 720-4b0
Sodwaia Docripton: 4% Wndow (Flazive; 1,57 #0)

Tusk e | 7Tpeane, 30330518 1L:E3:L
Task Dmoription:
Bepatch Tama:

3. Click Add Software Dispatch Task to start the task. The software dispatch
status is displayed.

ASWM Enterprise

Flpalel Task Hrme Lk | 72426 23130218 11321
gk | | Dispsncy 7aip

o sy |4 W =
e S ROV PRIT T e —

ToeNG Rt Y mbeckwd TG0 WAL Q) Sucoess  Softeurs e ik e
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3.4.6  Task Scheduler Centralized Management

This function allows the administrators to perform a specific task on a specific
client on scheduled time or time cycle. These specific tasks include Power Control,
Software Dispatch, Service Control, SecurityUSB and EWF.

1.

Click Centralized Management on the left and select Task Scheduler
Centralized Management.

ASWM €Enterprise

Click Add TaskSet or Edit TaskSet to add a new task schedule or edit an
existing task schedule.

Task Scheduler Centralized Management

tars Towkbuoeber Togeiwenoer  abveten  Tigger T
i Eotasren T ' ' S MMAR TETMN
Tivags Setng Shat Tire: 2014501 T 110038 (Gve Trve)

rant Ackor: Topane Dby Trra 1.
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Scheduling a taskset
To schedule a taskset:

1. Click Add TaskSet and the following screen appears.

s Weenman,

EATCIS4 ErasTTTEA

& Emeoteea? i
B sane 20w e
Y e 02028

arciarar scter ;. TEAMIER/ER

S0 bmrSenes gl BE0MANEERISR
SRR

[—— - A e

In the TaskSet Name field, assign the name for a task schedule.

In the ASWM Groups dropdown list, select the ASWM group for the task
schedule.

4. Inthe Trigger Date Time field, set the start and end time for the task schedule.

w

% Follow the system time of the Main Server installed with ASWM to set the trigger
time, which should be later than the current time on the Main Server.

5. Tick Repeat Property to set the frequency for the task schedule.
6. Tick Task Schedule Activation to enable the task schedule.
7 When done, click Save.
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Adding a task to the taskset
To add a task to the taskset:
1. Inthe Task Scheduler Editor, click Add Task. The following screen appears.

TaskEditor

% Delay Time means that i1l delay the value of
time before execule this one of task.

b see [ comal )

2. In the Action Type dropdown list, selects an action type from these five action
types: Power Control, Software Dispatch, Service Control, SecurityUSB and
EWF.

¢ Power Control: Allows you to set tasks of Power On, Power Off and Reboot
control.

Task Editor

% Delay Time means  thal it'l delay the value of

e o)
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* Software Dispatch: Allows you to select a specific software from a software
pool that you have established earlier.

Task Editor

| SoftwareDispatch
| Windows

| FileZilla

Task Name

‘ File Zilla Install
Task Description

|File Zila Utiity

|1 Efminue

% Delay Time means that it1l delay the value of
- time before execute this one of task.

+ [ (o)

e Service Control: Allows you to enter a name in the Service Name field and
select the operation that you want to perform to the the service.

Task Editor

| ServiceControl

|Restart

5 Delay Time means thal itll delay the value of
ime before execute this one of task.

dlsae | cama
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SecurityUSB: Allows you to enable or disable the USB flash device.

Task Editor

| SecurityUss -

[Enable USB Flash Device =

| Enable USB Flash Device:

Disable USB Flash Device

% Delay Time means: that itll delay the value of
- time before execule this one of task

e EWF: Allows you to enable or disable the EWF feature if the target client is a
ThinClient supported by ASWM, and allows you to enable or disbale HORM
when you have enabled EWF.

Task Editor

% Delay Time means that itll delay the value of
time before execute this one of task.

L NN
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3. Select a property of your selected action type.

4. Inthe In the Delay Time field, set the time interval between this task and the
previous one.

5. When done, click Save. The following screen appears.

2l
=iy |l EeDakTin el [ Cmisg| L)
ot =5 =

Wiy (S| (Mo | Tue Wt | Th | jFa S Se

LU
wwan
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Repeat the above steps if you want to add more tasks, and then select the target
device that you want to perform the tasks on from the Device List.

% The device in the Device List can be selected only when you have established
an Action Type that it supports.
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3.5 Report Management

This function allows you to configure report management.

ASWM €Enterprise

3.5.1 Asset Report Management

To configure asset report management:

1. View the Asset Tag, Serial Number, Processor, Memory, Disk, RAID and
NIC Information.

ASWM €Enterprise

Amerinsnaen

T Sl B

e Ln o
]
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2. Click the Option button to select the field that you want to show in the table.

et the ficlis that you want
10 Show in Asset Tabie.

# Host Nome:

# allas Noaie

« Rssek Tag
iv Sarial Number

System Froducs Mama
|| BasaBaard froduct Nama
¢/ Prozezzar Irformatian
# Memory Sae information
Lizk ae Infermation
| NI [nformation
| RALD Information

3.5.2 Software Dispatch Report Management

To configure the software dispatch report management:
1.  From the dropdown list, select the dispatch task name to view the dispatch
status.

ASWM Enterprise

saith, (O Saccess  Sefeas dapicd k0

N
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2. Tick Auto Refresh to refresh the dispatch status. Select the dispatch task whose
detailed dispatch information you want to view. Click Export Report to export
the current fields in .csv format.

ASWM Enterprise

Software Dispatch Report Management

| ARG T36 W AT raiprate_ 30030518 1113231
é E ?Emunr Tadk Daepranl | Qisaach T3
< Deployment i i L
sl
Centralized

T e TR | Yo ——
vormrewore Y Eoedfed 705861 10anasann (D sazam o s

VUKL 10T

e

3.5.3  Agent Connection Report Management

The Agent Connection Report lists the server's start and shutdown time and
whether the client is in Maintain Mode.

ASWM €Enterprise

Log DaTems =

- )
Waw DS LT (7
4 ko2 L

. e [T e —— 10001 103
2 Erachie s ()

AN G ITO0 e BraeERAEL

/ Use the Filter function to list the continuous report after the specified date.
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3.6 Server Configuration

You are allowed to do general server configurations, including SMTP server, SNMP
Trap, security, etc..

3.6.1 SMTP Server
To set up the SMTP server

1.  Setting up the correct SMTP server information if you would like to send the
notification through Email. Click Edit SMTP Setting to fill in the fields.

ASWM Enterprise

| Server Configuration

SMI P SEE | Secmity | SHME Trap ASWM Groups BIOS  DataBase | Soltware Bosl | #opitor

receiver's E-Mail to see if the SMTP &
server has been successfully set
up. If so, click Save to save the
configuration.
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3.6.2 Security

You can set the Access Control List, which permits or denies the specific IPs’
access.

The ACL settings is based on Cisco router settings. Fill in the blank fields and click
Add New ACL Rule to add a IP on the control list. Use the ACL Rule Test on the
bottom to test if it has been added successfully.

ASWM €Enterprise

'&!"“""’" | server configuration
im0

PSSR  suTR Server Securily | sNWD Trap | ASWM Group | DS Dataiase  Software Bool | Monitar

Bl

r L?en;!:al;zau.: |
-é» 3 [

B e e
1y Report
[ aassment]
e Sener
LI configurstion

% Click Export ACL Rule or Import ACL Rule to export or import ACL Rule.

Examples of ACL settings

1. If you want to permit Class C IP addresses 192.168.0.0—192.168.0.255

Rules:
Permit: IP 192.168.0.0 Wildcard Mask: 0.0.0.255
Deny: IP 0.0.0.0 Wildcard Mask: 255.255.255.255

2. If you want to permit IP 192.168.0.200 only

Rules:
Permit: IP 192.168.0.200 Wildcard Mask: 0.0.0.0
Deny: IP 0.0.0.0 Wildcard Mask: 255.255.255.255

3. Ifyou wantto deny IP 192.168.0.200 only

Rules:
Deny: IP 192.168.0.200 Wildcard Mask: 0.0.0.0
Permit: 1P 0.0.0.0 Wildcard Mask: 255.255.255.255
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3.6.3 SNMP Trap

Fill in the blank fields and click Add Profile to add the SNMP Trap profile. If you
would like to edit the profile, click Edit Profile.

ASWM €Enterprise

; Sarver Configuration

SHIP Server | Seourlty SHMIE T | ASWM Grous | 1005 | Dataase  Software ool | Mositor

% The SNMP profile information is used for sending notificatiton.

3.64 ASWM Group

You can add new ASWM Groups or edit the existing groups. The information of
computers in each group is displayed when the group is selected.

ASWM €Enterprise

| server Configuration

ceurity S Krap [ ATWM G

(e

RO e

PR WEPHL

% You cannot delete the DefaultGroup and all the clients will be regrouped under
DefaultGroup when their groups are deleted.
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3.6.5 BIOS

The BIOS screen displays all the BIOS cache information. The ASWM Enterprise
automatically detect and download the newest BIOS from the ASUS support site.

ASWM Enterprise

Server Configuration

SMTP Server | Security  SNMP Trap | ASWM Group BIOS | patafiase  Software Pool  Monitar

V32013 L5883 By

It is more convenient to click the check box on the bottom to select the older
version BIOS if you want to remove the older ones.

3.6.6 DataBase

You can view the database information of ASWM Enterprise here.

ASWM €Enterprise

| Server Configuration

SMTP Server Security | SMNWP Trap | ASWM Greup | 105 B e | sodtware Mol | Moniter

Datanase Mama: ASNMESE
Database Size EREE]
Unsiipened Spac: LA
Fmseryed Size 2000 KE.
Dintn Gize: 1432 KB

Trdex Size. 968 B

Unuaed size; 7o RE

Baxinmim Server memory

Coatg_Value Laiad v

Fam_valus: 1,024 B8
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3.6.7 Software Pool

This function allows you to create the software list from where you can select and
dispatch the software to clients.

To set up a software pool:
1. Click Add Software.

ASWM Enterprise

| Server Configuration

M Server | Socurily  SNME 1 ASWM Group  BIoS Datatsase | S0hware Powl - Moniter

2. Assign the software name and click Next Step - Upload Files.

k Two files must be uploaded:

A) Setup File, namely the installation file, including .exe, .msi, .msu and .zip
(for several files) format

B) Script File, namely the silent installation script of the setup file, supports
.bat file format.

| 7 zip (x64)

I V\;i-nd-c-nWS

Next Ste[;— Uplnat’j’ Fi1357 B

Cancel I
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% ¢ To ensure a successful dispatch without uer's responding to the dispatch

/S screen, it is recommended that you test the files before starting the large
amount dispatch since the files will be dispatched to remote clients and the
ASWM Agent will run the script to install the setup file, and that the script
contains the silent install parameters.

e  For example, if you want to dispatch a 7zip file, you need to upload:
Setup File: 7zip.exe

Script File: Install.bat, containing 7zip.exe /S

R If there are several setup files, you can pack these files in .zip format.

3. Click Edit Software to edit the software or upload the setup file, script file
again.

| Software Pool Editor

Step1: Just modify information then click 'Update Software Information’ to update.

ftware Name: | 7Zip-x86

05 Type: I Windows

} Step2: You can dick ‘Upload” button to upload the new Setup/Script Files.

‘Setup File: |72920.msi |Up|uad|

Seript File: |install_72920-x86.bat | Upload|

[E! ¢ You con cick the icon to see detail Setup/Script information that you uploaded before.

l z| Save ” Delete “ Cancel
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3.6.8 Monitor

You can enable or disable the Connection Monitor function that monitors the
connection between Main Server and Agent. Click Setting to set the detailed monitor
information.

ASWM Enterprise

Server Configuration

SMTP Sarver | Secarily  SNUP Trap | ASWM Groug | BIOS  Dataiiase  Software ool | Monitor

| Hira yiai can enabio e Skl the Connaction Menitie fancton which
moniar the connection between Main Server snd dgent; and dick
Satving byiten fn do detal Germestlin miriter seEing,

| Encbée Connectian Moaitgr

Notify Type: online and/or offline notification;

Threshold: set the upper time limit for offline. For example, 30 seconds means the
connection status will be seen as offline if the last connection between Agent and
server is 30 seconds ago.

Email Address: The email address of the receiver who will receive the notification.

; Agent Connection Monitor Setting

30 Seconds -

Kinki@asus.com;Erwin@asus.com;Burn |,
ay@asus.com;Saul@asus.com;

Saui@asus.com - H Add ]

‘ Save Cancel

% ASWM Enterprise Main Server routinely checks the status of Agent Connection. If

~ the connection between Agent and Server breaks unexpectedly, the Main Server
records and sends an email notification to the specified recipient. If the Server is
in Maintain Mode, there will be only a record of the connection status.
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Chapter 4

This chapter describes system status
and information of the client.
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4.1 Monitor Overview

You can have detailed monitoring information of each client in realtime.

1.  Click Monitor on the left.
ASWM Enterprise

Overview

+ Deployment p
1 Hanagement I

Centr alized

R
P
mioeE @ widows [ 00

F ST

nenlmrmem relfEroy
% Management>

B Windeme
Y wiues
ORVE @ Wi o

A& e

¢ Deployment

Centy alized
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The Client Information of the selected computer is displayed as shown.
Click to show the model pictures

Display the general client information
Click to control the client remotely

ASWM Enterprise

Click to power
off or restart
the computer

143

naith @ 32 Leibsaben @ 10

Click to show
the monitor
summary of
hardware
and utilization
sensors

The function area

% e The BMC button is available only when you have installed a BMC card on
your client.

e Under Client Informaiton > more..., view the connection status of one
or more network adapters on your client, such as if the ethernet cable is
connected or disconnected, or if the network adapter is enabled or disabled.

ASWM €Enterprise

@ rarmal
@ varmal
an

@ rarmal
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4.2 HW Sensor

Hardware sensors are responsible for voltage, fans, temperature and backplanes
monitoring. You can have a realtime notification of each component with colored
signals or customize your warning threshold.

Return the previous Client Information screen

Click to switch sensor tabs. The colored
signal and the number indicate the health
status of the sensors (critical or warning).

ASWM €Enterprise

AT T
A 2200 aamn TR

600 -

L TR s A
1600 13400 " X & 2540 000

o
N g
» VA .
SH00 - 10800 15200 - f~ 2120
i.nrmj

C 1o000 ranon ) & [ i7oo

p— s e | —" 12006 e — 9205

Click to set the threshold Scroll down for
more Sensors

Display the realtime value. The colored border

shows the default or your customized threshold for
sending critical, warning or normal notifications.
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4.21 Setting thresholds

Click the dashboard to customized your own threshold value, including High
Critical, High Warning, Low Warning, and Low Critical.

To set the threshold
Click a desired dashboard for customizing.

Move the slider to adjust the threshold value.
3. Click OK to save the configuration.

ASWM €Enterprise

Hardware Sensor

Yoltaue | FAN | Temperature | Backplane  Power Supply » 1

B o™

s p
11600 12400 -\\

|:!uu:|\
[ ]

14000

The value of High Warning must be lower than High Critical and the Low
Warning must be higher than Low Critical.

MNx
N\
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42.2 Hardware sensor tabs

Voltage

Scroll down for more voltage dashboards or click Return to go back to the previous
Client Information screen.

ASWM €Enterprise

e BT T
T wnn 1300 TR X a0 gan TN

¢ Lia
. By A~ . A \
1800 - B8 b -3 acen 3
®
y > 260 aue

e
sa00 N

s

C 10000

Fan

This screen displays the threshold fan status and power supply related discrete fan
sensor.

ASWM Enterprise

Hardware Sensor

Moltasge FAN | Femperature | Backplane  Powes Supply @ 1
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Temperature

This screen displays the device threshold temperature and power supply related
discrete temperature sensor.

ASWM Enterprise

| Hardware Sensor

‘ Veltagn | FAN | Tempritun | Backplane. Power Supply ® 1

Backplane

This screen displays the blackplane status, including Drive Presence, Drive
Not Exist, Fault, and Rebuild. Click Return to to back to the previous Client
Information screen.

ASWM Enterprise

| Hardware sensor

' Voltage FAN Tomporature Aachpland | Powor Supply @ 1

% This tab is only available when your system is equipped with backplanes.
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Power Supply

This screen displays the power supply related sensor, for example, the power
consumption (Watt), whether the power cord cable is connected to the power supply,
and whether the power supply is installed to the server properly. Click Return to the
previous Client Information screen.

ASWM Enterprise

l Hardware Sensor

| voliage | FAN TenperatureBadatane Power Supply

Chassis

This screen displays the chassis status. If the chassis of the client computer is
opened, the Chassislntrusion Lock icon will appear unlocked. Click Return to the
previous Client Information screen.

ASWM Enterprise

Hardware Sensor

VWoltage FAN Temperature | Backplane | Chassis
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4.3 Inventory

Inventory shows the general disk info of your installed Hard disk drive, optical disk
drive and the connected external disk drive.

4.3.1 Disk Info

Disk Information

The disk information screen includes Name, Media Type, Status, Manufacturer,
Size, S.M.A.R.T Support and S.M.A.R.T Status.

ASWM Enterprise

Inventory

Disk s | Devico Managor

Click to show
disk information

ed hirrd cise media

Maruaciure (Stardird o
Sioer 500,305,344, S5 08y6 (365,76 GB|
EALART St Suppar SMART
SMALT Siatis: @ Normal

Devics Name: JatFlach Transcend 3268 USE Dsvita
[ S
(SR
(Standard dmk drves}
iew: 31 5,7 60Byles (29 41 G6Y

A NS AMI Victusl CORDMD USE Crvice
Devics DASAphon: DWD/TD-ROM Drive

ImiFlah Transcand 1268 USE Devio
Removazia Media
= an
{Sxarndisrd disk dives)
Swe 11661.505,760Hyas (39,41 GB)

Dervice Nama: AML Vil COROM USE Davka
Davice Dascription: DVDHD-ROM Drive

D Lt £

MANRCU. (Stancard CO-ROM diives|

ok

DA AT ASUS DAY -24B3ST
Do Dageription: OVD/CD-RCM Drive
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S.M.A.R.T Information

ASWM €Enterprise

Inventory

Partition Information

ASWM €Enterprise

Inventory

Dk s | Devior Manages.

Click to show
SMART
information
e .
e Cioiia
18,048 515, 7 60byies (29 4] 8]
Davas Nama:  AMT Virtusl CORDMD LISB Cevios
Click to show
Partition
information
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4.3.2 Device Manager
The Device Manager displays all the devices installed on the client PC.

To check device properties

1.  Click Device Manager tab on the top.

ASWM Enterprise

Inventory

Disk Info Devise Manager

2. Click the desired category to expand and show the devices.

3. Click the device to show the device properties.
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4.4 EventLog

ASWM Enterprise automatically creates and records all the significant events
happening on your system in the event logs. Click the tabs (ASWM Enterprise,
Application, System, Security and Agent Connection) on the top to browse
different categories. The level types are Information, Warning and Error.

% ASWM Enterprise Main Server routinely checks the status of Agent Connection. If

~ the connection between Agent and Server breaks unexpectedly, the Main Server
records and sends an email notification to the specified receiver. For more details,
recer to section 3.6.8 Monitor.

ASWM Enterprise

Click a desired log to see the detailed information.

ASWM €Enterprise

! Monitar Event Log Retum
£, Account - i [

&= Management.
»# Deployment

4 Centralized
% Management §| ©
4 Report
7 Management.
Server
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Advanced Search

Click Advanced Search to use the Event Log Filter to locate your desired log
more quickly.

Fiter Type
ke by Time-Soan
Fiker by Gounts of Fecord

i

Ve Type ¢

Condtans i Custern Time Penod
s [
L]

Filtering by Time Span

If you select Filter by Time Span, you
can decide and search your desired
time period for the logs.

Filtering by Counts of Record

If you select Filter by Counts of
Record, you can decide the number
of the logs you would like to see.

Click the arrow buttons to increase or
decrease the number, or you can enter
a desired number directly.

ASUS System Web-based Management Enterprise
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Clean EventLog

Click Clean EventLog to clear all the event logs stored in your client PCs.

ASWM €Enterprise

Event Lag Return

ASWM Enterprise W .Slitﬁnl Security  Agent Conmection

DabeTann

Account
&= Management
< Deployment
9 7

1 Menagement

! Leenl Toipe Semince

@ trfermation 162013 2:27:21 P Schiware Brotsction Platform Jarvice

WS04 1127131 P Eeétware Frotection Platiarm Service

0 Informatian
@D rrformation

/12017 4:26:30 PM Saftwnrs Probesd

an Platform Seriee

Cantralired @ tnformation 5/16/3013 4:28:30 B0 Seftware Protectian Batiorm Seruica
&2 Management @D nrrmarion 9r1BZA13 4128020 P SOTware PO PRROFY SErica
g @ 1formation SFLEVEI1D 4:26:10 PH Scftware Protsction Plotiorm Servios
&, Report @ nfermation /164013 8+ L0 38 Dmsircp window Mansgar
= Management D imsormation arini20sa a1iziaz o Wdans Errar Rezortng
et @eror SILE/Z0ID 4:12:40 PM Acckcatin Ermar
s @ inrwrmation O 1812013 220753 Dacktep inceu Man gor
Configuration A i ;
@D infermation 13 11108557 A Micronef Windows Restarttanager

a

LLZ01D 1LI03:07 AN Minzzalier

RIS 11:05:57 A [t

@ toformation
Q informatian

@ infomatian
G) TInformation
0 Inrermation

LTI 1LIDNET A Haitnstalier

S/1E/3013 L1:05:58 &M BswmBewcetnfobondon

O LE(3013 1 LDEAES fp

3456

OB &k b

Export EventLog

Click Export EventLog to export a *.csv file to your client PC.

ASWM €Enterprise

| ! Monitor Event Log St

ASWM Enterprise | Application  System | Securilty | Agenl Conneclion (TCHOR

B, Account
;'“Jﬂanagﬂm Lewel Typs DateTene Soyoe
D infarmation 91542013 1106351 PM A5TIH Agent
»  Deployment
pEY Qo AR aisvim egent
=« o . 0 Errar IS 2013 LIDFIEL PH ASHM AgERt

AZVIM Agent

=4 Centralized Deroor 5/15/3013 10651 PR
| DatTimo: O 18,2013 1406 51 0
S Wl Scexce: AWM Aacnt
HEragEl SENZIF | FANT_FANL
Rapart Value ; 4048~ O

Sran Changad + Marmal

9 Errar 5/15/201% {:05:51 PR AEWM Egent
@error o
1 T ;
Qerror i
Qe a4

/2013 110851 P AEFIM Sgant

/E013 1:06-51 PM WS Agent

3013 11063EL PH HETIM Agent

2013 1:05:51 PR ASVIM Ageat

Dera G/1m/3013 1a082EL DM LENIM Bgant
Qeor 9/16/2013 1:06:51 M ASTIM Agent
0 Errar V2013 1:0873L BM LETM AgaEnt

I, Waming /2015 1:06:5L P ASVIM Agent

ke Ssarc
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4.5 Utilization

Utilization Sensor shows the utilization status of disk drives, CPU, Memory and
Network. You can customized the threshold value of each sensor for sending
notifications.

451 Partition

The Partition screen shows the information of your installed hard disk drives and
the connected external storage devices. Move the slider under each disk drive to
set the warning threshold.

ASWM €Enterprise

Click to show
general
information

130,423,553 Bytam {3 1254 N}
178,139,465, 153 Bptes 16541 GA)
T 178,267 016,004 Byoc [ 168,02 C8)

Click to set the
threshold value

4.5.2 CPU

This screen shows the CPU usage of each installed CPU.

ASWM €Enterprise

utilization Sensor
Pastition |G | Memory  Nciwork

SR S Corn
o e G

sana; ®normal

CH/ ISP a2

o gl am

/ The number of the CPU here is the logical number of the CPU, not the number
of the installed CPU.
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453 Memory

This screen shows the total physical memory, used memory, the available memory,

and the memory utilization status.

ASWM €Enterprise

utilization Sensor

Fartition  CPU | Meaory | Networs

L0 Py WGy 1164, 711,653 Syesa (¥ OB GR)

Ausilatie FvECa WSO 3, 130,445,037 Bytes (297 GA)

Tatal Pvisl Memmre: 4,205,001, 184 Ayten (395 G&)
\tikestian Stk @ Narmal

45.4 Network

This screen shows the general information of the network and the network

utilization status.

ASWM €Enterprise

Utilization Sensor

CPU Memory | Motmork

b3 Receved] 0 Byt

HIZ Hurma: Tnbel{%) BIS7AL Gioabit etwerk Conrection

" 180 Mitpe
\iRzamon Sishusi @ Moemal

Brtes & S s (3 n)

Mo Ao £,672,291 Qybas (471 1)
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4.6 Software

% Click Auto Refresh to refresh the monitoring screen automatically.

4.6.1 Application

Displays all the installed applications on this client and their general information.

ASWM Enterprise

s Wasiabies | Seftware Dispatch

Pati 1ol Caty
[T

4.6.2 Service

Displays the status of each installed applications. Right-click a desired service and
you can start, restart or stop the selected service.

% If the Start Mode of the selected service shows Disabled, you cannot control
- that service.

ASWM Enterprise

Software Information

Application | SEWices  Process. System Variables  Soltware Dispatch

g i Cantralized. | i

,E Renart

Sarvar
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4.6.3 Process

Displays the process of the running applications.

ASWM Enterprise

Software Information

Agmlication  Serw (Hrmcnes | Systom Variables | Software Bispatc

To end the process of the running application

1.  Right-click the application that you would like to end the process.
2. Select End Process:XXXXX to stop the application running.

ASWM Enterprise

Software Information

Application | Services | Proosss System Varishdes  Software Dispatch

O
L P o s s e

it Procssn for Wiesdows Servem
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4.6.4 Environment Variables

Displays the environment variables.

ASWM €Enterprise

B vonitor Software Information

i, Agplication Services  Process | System Vadablss  Software Dispaich

| A Management

[
c
©
W
c
£l

4.6.5 Software Dispatch

Software Dispatch allows you to dispatch an application to the assigned clients. To
use this function, add a new dispatch task that includes the application name created
in the software pool, the target client, and the dispatch time.

ﬁ *  Refer to section 3.6.7 Software Pool to create a software pool.

¢ Refer to section 3.4.5 Software Dispatch Centralized Management
if you want to dispatch a large amount of softwares to several clients
simutaneously.

To usesoftware dispatch:
1. Click Add Software Dispatch Task.
ASWM Enterprise

| Software Information

Application  Services | Process  System Variables | Seliwace Dispsic

Tast e,

L ; Coankralized
-2 ;|
|t
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2. From the Software List dropdown field, select the software that you want to
dispatch to a client and enter a task name and task discription.

3. Assign the dispatch time or tick Dispatch Now to dispatch immediately.

[ Add Software Dispatch Task

ist: | 7Zip-x86

ption: /' Windows (FileSize: 1.07 MB)

me: I 7Zip-x86_2013-09-27 09:55:17

5 |2013,"9,r’27 | | 09:55 :| D |_| Dispatch Now

+| Add J Cancel ‘

4.  Click Add when done. The dispatch status for the newly-created dispatch task
is displayed on the task list.

ASWM €Enterprise

Software Information

Appiicaion Services Process  System Vanables | Soitware Dispatch

5. When the dispatch task is completed, the dispatch status is displayed on
the task list. Click the dispatch status to display the dispatch task’s detailed
information.

Software Information

Application  Scrvices  Process | System Variables | Setbrors Dispatch

Tk wortuars srauc Nacaaga

| PIesESA30CHITOMGEAT  7Zods [Pl Sessl 07 HE) Osurcass Saftweie dascath tisk done, [
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ASWM Enterprise

i3 4 (Fil Size-1.07 M8 [T ——
Toak e 3135031

E c.mmllug y o —————
ﬁ& rra E&&M paen
o e

.» Report

£] e Tam a0 snt
Memsee Srhvars dezalch fask dore

Lo

4.6.6 Export function

Click Export button to export a *.csv file.

ASWM Enterprise

Software Information

Application | Scevices Process | System Vanabdes  Seftware Despatch

TR

fratad Dain

~ Deployment
+ | w008

meapezs

| 1 Centralized
? 3 v museers
20206255001 Mergoh Compest. 20110618

R e ——
TWAETr [T e

= BRRRFG B85,

s080310.0 Percash Coracrati, 20130810
L3507 Henech Coeatls 21059
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4.7 Security

Security function allows you to manage your USB Flash and Registry Tool safely.
USB Flash management

Use this function to prevent other users from copying the files in the Client to their
USB flash disks. Follow the steps below:

1. Click USB Flash tab to view the status of the uSB flash disk.

ASWM €Enterprise

USH Hash | Begodia Tool  WatchDog

2. Click Edit USB Flash Setting if you want to change the current status. When
done, click Save.

ASWM Enterprise

Security

USH Flash | @egedin ool Watchiog

Here you can encble or disable the USB Flash Device, IF
2L you want 10 Lock the Flash Device, slect the Disabke
Gentralized i
_ Enable USB Flash Davice

. Dlgabés USE Flash Device
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Regedit Tool

Regedit.exe is a built-in registry editor in Windows OS. To improve the system
security, follow the steps to disable the Regedit.exe in Windows OS:

1.  Click the Regedit Tool tab to view the status in Regedit Tool.

ASWM €Enterprise

Security

| uma Flash | RegedisTool| watchiog

2. Click Edit Regedit Tool Setting to change the current setting. When done, click
Save.

ASWM Enterprise
| Security
| USH Flash lll.!il Fod | Wt chidog

a can enable or disoble the Regedit Toal in
AP you want 1o Lok the Ragedit Tool, sslect the
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WatchDog

Watchdog automatically detects your server and protects it against crashes. Select
enable/disable to enable or disable this function.

ASWM Enterprise
Security

USE Flasly  Resgedit Teol | Watchidog |

ASWM Enterprise

| Security

USH Flash  Regedit Tool | Watehbog

car siable or disohle thi WatchDog fnction
‘can sutnmaticatly dateet your servar and probeet it
crashes. If you want ta enable the function, select
Enabie oot
- Enabls WatchDog Function
' Bimabie WatchDog Functian
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4.8 BMC

BMC Information displays the general information of the installed BMC card.

/ This button is available only when you BMC card to the client computer.

ASWM Enterprise

Click to check or
delete the SEL
information

1M1 Model Hama:
wersian:

SEL Numiner:y

Left: system

Fhash Tyea: sgho message LED

16D status: Right: system
locator LED. Click
to turn on/off the
locator LED

Card Typa:

MAC ASdrase: 90:E6[BAZE3 40188

Wk 2mnafgaeen Click to connect
Gatewers, 191043 BMC Web-GUI

/ Ensure that your web browser does not block the pop-up window.

Click E:'u 654 to check the SEL (System Event Log) records of BMC, click Export

to SEL Records to export the SEL to a CSV file, or click Clean SEL Records to
clean the SEL of BMC.

ASWM €Enterprise

Centralized
Manageent
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SEL Setting allows you to enable or disable the SEL Backup Function, and set the
upper limit of SEL usage.

ASWM Enterprise

B monitae BMC Information

™, Account

(AMCis | Fle )

rhaih Type A 2030
10 s (Vi@ @@

LAML LAN3 | SEL Setiing  Authentication
Server
Canfiguration i Whien SEL wrisien i Doy e STL unagn [t in percant). AZWI
Lol R Evtarprios wl bakup e it (T e rermabiieg e paly o lomm SEL usege
{repressTme In perceniege) 1 mpled )

SEL Eechup Ensbiel - Yres, Enbée the SEL Backup Fancthin
Upoke SEL Usage {%): 80

percent), the ASWM Enterprise will backup and then clean them until the

When SEL entries in IPMI device reach the upper limit of SEL Usage (in
£ remaining occupies a lower ratio (in percent) of SEL usage.

Authentication allows you to set the user name and password of a BMC account.
The ) on the Authentication tab indicates that you are not authorized to access the
BMC. Click Edit Account to update the user name and password of the BMC account.

ASWM Enterprise
(Bl monitor BMC Information

A Account

Mana L Ml b ASMBA-M

:' Beployment
Mansoement Els  pmoren
4 Centrolized Card Type: OnBosnd

% Management.

Fash Typei

LED Status;
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4.9 BIOS Flash

BIOS Flash screen displays your current BIOS information and you can configure
the settings of BIOS Flash.

Click BIOS Flash Type > Manual Upload BIOS ROM File to manually upload
the BIOS ROM, or select ASUS BIOS Live Update to automatically detect and
download the latest BIOS from ASUS Support Website.

ASWM Enterprise

Deplayment

Cantralizad

UD€ Saries
i Arvacizan Hagatrerds fee
BECS Worsion: 0206
BIOS Build Dato: 20130208

B10S Fas Typa: | Henus Vphad RIGS AGH Al
Upaas s [ A ten ar ke | U | Q) Success)
The Uphcad 2105 version: deat
Autarmatc Rebosk: (41 fnaot Afer B05 Fissh

Losatar LED: (8 Tum on (8MC

BECS Updskn Mussaga: flesse cick the Flach BUo 1o start the BEOS Flash process.

/ ¢ Click Reboot After BIOS Flash if you would like to reboot your system after
updating the BIOS.

¢ If you have installed BMC card to your system, you can click to turn on the
Locator LED if needed.

The latest BIOS version will be displayed if the new BIOS is detected. You can also
click The Latest BIOS Version: 0505 Bt check the release note of this version.

ASWM Enterprise

BIOS Flash

Hanulactirar Hama: sSUSTaK COMOLTER [5C
Sopekaen Product Mama: 25I00-C0-RSA
Baca Board froduct H3ma: co0-C Serics
vendar ama:  senesican Megatrends Inc,

RI0S Verden: cage

& Cerm'u(zed
Managemant:

-& Report

105 Guld Date: 20130208

EL Sarvar BIDS Filsh Type; | AZUS BIDS Live Wpdite
e L) Tha Latest EIOE Versinn: asos B

dustoematlc Rabosts. ) §osaat Afiar BICS Flash
Licaor LEDY ) Tum On (BNC any)

05 Updute Hesmages Fieme clck the Fash Button 1o star the 8105 Fash process.
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4.10 Configuration

4.10.1 Information

Click Edit Information to relocate this client computer to another group or change
its Alias Name.

Click Uninstall Client if you want to remove the ASWM Enterprise Agent from this
computer.

ASWM Enterprise

| Configuration

rdcmation | Network  Notification

| Server@EUR

ERP System

Add or delete groups in Server Configuration > ASWM Group.

N
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4.10.2 Network

You can remotely control the network to enable / disable the DHCP, configure IP
addresses and DNS, and change the Subnet Mask and Default Gateway.

The Enable connection failure recovery setting ensures that if the network
configuration test fails, the system will automatically revert to the original network
settings.

ASWM Enterprise

i Configuration

l Tnlormation | MODwerk  Notitication

eIme O
(R) 1210 Gigabit Network Cormecticn
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4.10.3 Notification

You can set up the notification types, including sending SNMP Traps and Emails,
or you can just keep the event logs.

SNMP Trap Setting

You can manually enter the Community and Receive Address of SNMP Trap or
click the amplifier button to select the built SNMP Trap profile.

ASWM Enterprise

! _— Configuration

- o
o Account Information  Network | Notification

(FESTEETEIE [ ————

~ Deployment SR Trap Profle: | Hacaine SHPE Seves
Tl M; i COmMmUREY | | ASNN Entarpise

Rt il Riecehee Bddrwes ;| §0.10.43.40 |

(i o4 [y

0w Trap || Emal | bumtLy Otarmal waming || @ oitcal [

% Managament Backtarat 0

ey o GareidTyse) SARAT () )
Dako

ML caafiguration = SanasrTyged Wetwerssciipts 1 AIR)
Metnod Corvmition
Y —

Email Setting

You can select the E-mail address from your contacts or manually enter the E-mail
address. Use semicolons if you have more than one receivers.

ASWM €Enterprise

Configuration

Intormation | Metwor | Natation.

BN Teng beting | Faxt Racteg

S ackdcw Erwir@amen.com: Kinki

SaulBasus.com e |

(2 zem ]

Exert Lip O fiormal waming | @Criticl

Bacizanta 401
« SemmeTyre: SIART (1 SRR
ko

GE L]
Rebark Conmpstn
b SemeeType: P (5 G0
1 EemarTre: Temjentoss [1@AS)
b SanmType: Yekage (7 @REY
4 GenionTue) Bpwis fugols (5 EAEY
o (4 S|

=
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Customizing notifications for each sensor
You can the select the notification methods of each sensor, Hardware and
Utilization.

ASWM €Enterprise

B wariror Configuration

B ranld Tidaimation  Metwoirk  Motilication |
[ MA0RGEMEOE 10y sei s oo
Deployment

Erwai) ASreaL | Burney s Cm Enin s comIKini g s sam Sind g asus. e

Sl vex

waring | @Crtal

Scroll down
for more
sensors

% The Network Adapter Sensor monitors the connection status of one or more network

- adapters on the client, such as if the network cable is connected or disconnected,
or if the network adapter is enabled or disabled. When the connection status is
changed, the server records and sends out an e-mail notification to the specified
recipient.
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4.11 Remote Control

Remote Control allows you to open the Remote Desktop and control the client
remotely.

1.

R You have to enable the Remote

Click Connect to allow the Remote Desktop Connection.

L) Remote Desktop Connection -
o
@ A website is trying to start a remote connection.

This remote connection could ham your local or remete computer. Do nat cannect unless you knaw
where this connection came from or have used & before

Type Remote Deskiop Connection
"9 Remote computer:  RDVH-SRY

Alow the remote: computer to access the following resources on my computer.

¥|Clipboard Priters

Changes to these options apply to this cornection only.

Cofirm the name of the remote computer and click Connect to start the

connection.

o - 3 - P S S ——

i
Windows
Remote Desktop Web Connection

System Properties

| Computer Nams | Hardwars | Advancsd | Remste |

Desktop on your client computer
before using the remote control

Remote Assistance

fu nctlon . Allow Remate Assistance connections to this computer

Remote Desktop

Help me choose

Cheese an eptien, and then specfy whe can connect.

() Don't allow remote connections to this computer

[7] Allow cennections eny fram computers running Remate
Desktop with Network Level Authertication (ecommended)
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4.12 ThinClient features

When monitoring a ThinClient, the Function Area will be different from that of a Server’s
function area in the following:

1. HW sensor changes to EWF (see below)
2. BMC changes to Security (see below)

ASWM €nterprise

ot Ham: Winki-TC 715 [TCT15-ENG)
G5 rfarmatisn: Miarmssit Wisdaws Embadded Staedard 33 bit 8.1.7501
BIOS Werskn: amesicen Hegatrends I, BIS Versin 0103
Agers Varsn 143
zeus et @ 2 Liizoon @ 9
Hoddl e TCT22

P Bddrmsn 131043151

% The ThinClient is powered on through WOL, ensure that the Switch / Router can
- forward WOL packet.
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4121 EWF (Enhanced Write Filter)
When monitoring the ThinClient, you can view and configure the EWF (Enhanced

Write Filter).

% EWF (Enhanced Write Filter) function protects one or several partitions against
from being writting in.

ASWM €Enterprise

[ S —
Desorbanttakion sl

To configure the EWF:
1. Click Edit Setting to configure EWF. The background turns to yellow and the
EWF become configurable.

ASWM €Enterprise

HORM Bemhus:  HORA Suppurt
A st ST, o s S BT sl i
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2. Double-click the Partition that you want to change the EWF. When the EWF
configuration dialog box appears, select different options from the Pending
Command dropdown list to change the partition’s EWF status, including:

e No Command: Keeps current EWF or removes the previous Pending
Command).

e Enable: Enables EWF.
¢ Disable: Disables EWF.

e Commit And Disable: Write the changes of all the files to the hard drive
and disable EWF.

| Endvsrscod Weits £3fir Vibvss Diatads

Walamsa e | A0 ewice\Har sk leraal

A | oris Lenes |
BT Tipe: | RAM_Fag.
FF Statin: | Dissblad

s J ——
Do s | £12.00 Bytes

Humory Spare for Deta: | @ Byin
ey Spats o Magpig: | o opl
Pending Command: |

3. When finish, click Save to save the changes.

[ smancod Wi it Valume Grinils.

Votume fama: | \Seveeieddsceune
C J'J Drtve tmttar: [ £
/ " EWFTypor | RaM oy
i Crmabbuct
.—7

W S |
\ﬁj Clumo Sizei | 512.00 Bytes

Samary Spacs far Dats: | 0 Byta
Mamary Spacs for Mapring | 0 Byia
Fending Comemand: |Enable
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Configure HORM (Hibernate Once, Resume Many)

1. You can configure HORM while setting EWF. Ensure to enable EWF of each
partition when enabling HORM function.

% While enabling the HORM function, put the system to hibernate mode..

2. Afterfinish configuring EWF and HORM, click Save and the Client settings will
update immediately.

ASWM Enterprise

Enhanced Write Filter (EWF)

Account I
é; !! . .

Lentralizod

-
FOM Fmcus:. < HORM Gupport
L or e o st VOO, s et st EWE Sor a0 Dt

% The Client may reboot for one or several times for the EWF configuration to take
- effect.
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Appendix

This appendix includes a glossary of
terms used in this document.
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A.1 Glossary
Community

Users can define their own SNMP trap community for a clearer categorization and
convenient management of SNMP traps.

Backplane
A circuit board with sockets in which additional devices can be plugged.
Event Notifier

This sends a message to administrators/users When sensors detect changes in
the system.

IS
Internet Information Server. A web server built into Windows NT and later.
IPMI

Intelligent Platform Management Interface. It is a type of firmware which continues
to monitor the system’s hardware even after a crash or the system has shut down.

Service

A Windows program that runs in the background to perform a certain function when
required such as programs for handling print jobs, e-mail or network connectivity.

SMTP

Simple Mail Transfer Protocol. The protocol used for transferring e-mail over a
network.

SNMP

Simple Network Management Protocol. A TCP/IP protocol that transmits hardware
or software status messages over the Internet.
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A.2 Agent Function Comparison Table
Function . Agent Type
Category 2D S5 Win (Server) Win (TC) Linux

OverView e ) e
Client Detail . . .
Information
FAN J °
Temperature e e
Voltage . .
HW Sensor Backplane ° °
Chassis Intrusion o .
Power Supply * °
Network Adapter * °
Inventory Disk_ Information ] [ o
Device Management e o
ASWM Log o [
System ° o
Event Log Application . .
Security . .
Agent Connection  ® ° °
CPU . 0 °
S DIMM . . .
Utilization Network " . .
Partition . . o
Application e o
IMonitor Service . .
Process e o
Software Environment . .
Variables
Software Dispatch ¢ °
Remote Control e o
Basic Information e e
LAN Information e .
BMC SEL ]
BMC Task Scheduler e o .
Authentication . .
SEL Setting .
BIOS Information . o .
BIOS Flash WinFlash . .
Reboot e o e
Power Control ~ Shutdown e ) e
Power On ° o e
EWF [
Security USB Control e o
Registry Control . )
Notification . D
Configuration ~ Network . .
L] . L]

Client Information
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Function . Agent Type
Category Ric SR TS Win (Server) Win (TC) Linux
Automatically Deploy © .
Deploy New Manually Deploy . .
Agent Discover Clients with .
Deployment preload service
Management Remove Agenton | . .
Remove Agent Man server
Remove Agentby | .
Scanning the AD
BIOS Flash .
Remote Control . .
. Power Control . . .
ﬁ:\:‘;‘é‘tﬁgm Thin Client EWF .
Task Scheduler . . .
Software R .
Dispatch
Basic Information . .
Processor L) d L]
Asset Report ~ Memory . . .
Management  Disk o . o
RAID . . .
Report NIC : ’ :
Management Spftware
Dispatch Report ° .
Management
Agent
Connection R . .
Report
Management
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ASUS contact information

ASUSTeK COMPUTER INC.

Address
Telephone
Fax

E-mail
Web site

Technical Support
Telephone

Fax
Online support

15 Li-Te Road, Peitou, Taipei, Taiwan 11259
+886-2-2894-3447
+886-2-2890-7798
info@asus.com.tw

WWW.asus.com.com/

+86-21-38429911

+86-21-5866-8722, ext. 9101#
http://www.asus.com/tw/support/

ASUSTeK COMPUTER INC. (Taiwan)

Address
Telephone
Fax
E-mail
Web site

Technical Support
Telephone
Online Support

15 Li-Te Road, Peitou, Taipei, Taiwan 11259
+886-2-2894-3447

+886-2-2890-7798

info@asus.com.tw

http://lwww.asus.com/tw

+886-2-2894-3447 (0800-093-456)
http:/lwww.asus.com/tw/support/

ASUSTeK COMPUTER INC. (China)

Address

Telephone
Fax
Web site

Technical Support
Telephone
Online Support

No.508, Chundong Road, Xinzhuang Industrial Zone,
Minhang District, Shanghai, China.
+86-21-5442-1616

+86-21-5442-0088

http://www.asus.com.cn/

+86-21-3407-4610 (400-620-6655)
http://support.asus.com/techserv/techserv.aspx



ASUS contact information

ASUS COMPUTER INTERNATIONAL (America)

Address
Fax
Web site

Technical Support
Support fax

General support
Online support

800 Corporate Way, Fremont, CA 94539, USA
+1-510-608-4555
http://www.asus.com/us/

+1-812-284-0883
+1-812-282-2787
http://www.service.asus.com/

ASUS COMPUTER GmbH (Germany and Austria)

Address

Fax

Web site
Online contact

Technical Support
Telephone

Support Fax

Online support

Harkort Str. 21-23, 40880 Ratingen, Germany
+49-2102-959911

http:/lwww.asus.de

http://www.asus.de/sales

+49-2102-5789555
+49-2102-959911
http://www.service.asus.com/
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